**СПРАВКА-ОБОСНОВАНИЕ**

**к проекту постановления Правительства Кыргызской Республики**

**Об утверждении Требований к защите информации,**

**содержащейся в базах данных государственных**

**информационных систем**

1. **Цель и задачи.**

Целью проекта постановления Правительства Кыргызской Республики «Об утверждении Требований к защите информации, содержащейся в базах данных государственных информационных систем» (далее-проект)является исполнение части 5 статьи 19 Закона Кыргызской Республики «Об электронном управлении» (далее – Закон)

Задачей данного проекта постановления Правительства Кыргызской Республики является определение мер по защите информации, установление требований к использованию информационных технологий в государственных органах, к организации кибербезопасности, государственным, используемому программному обеспечению, средствам криптографической защиты информации, технологическим платформам, аппаратно-программным комплексам, информационным системам, ведомственным сетям телекоммуникаций, системам бесперебойного функционирования технических средств (серверным помещениям), в соответствии с Законом.

**2. Описательная часть**

Законом определяется порядок деятельности государственных органов, органов местного самоуправления, их должностных лиц, организаций и граждан по принятию юридически значимых решений и совершению юридически значимых действий с использованием электронных документов и иной информации в электронной форме в Кыргызской Республике. Установлен порядок создания и эксплуатации государственных информационных систем в целях реализации полномочий государственных органов и обеспечения обмена информацией между этими органами.

Требования к защите информации, содержащейся в базах данных государственных информационных систем (далее – Требования) определяют меры по защите информации в соответствии с Законом, а также в целом требования к использованию информационных технологий в государственных информационных системах и обеспечения безопасности информации, содержащейся в их базах данных. Указанный документ впервые в нормативном регулировании комплексно определяет подходы и требования к обеспечению кибербезопасности в государственных органах, от организации рабочего пространства государственного служащего, до использования систем и технологий защиты информации в государственных информационных системах, оборудования серверных помещений. Определяет правовые подходы к организации кибербезопасности в государственных органах. Указанный документ является одним из необходимых правовых оснований для реализации масштабных проектов цифровой трансформации «Таза Коом», а также прямо вытекает из вступившего в силу Закона.

**3. Прогнозы возможных социальных, экономических, правовых, правозащитных, гендерных, экологических, коррупционных последствий**

Принятие данного проекта постановления Правительства негативных социальных, экономических, правовых, правозащитных, гендерных, экологических, коррупционных последствий не повлечет.

**4. Информация о результатах общественного обсуждения**

В соответствии со статьей 22 Закона «О нормативных правовых актах Кыргызской Республики» данный проект постановления Правительства не подлежит общественному обсуждению.

**5. Анализ соответствия проекта законодательству**

Представленный проект не противоречит нормам действующего законодательства, а также вступившим в установленном порядке в силу международных договорам, участницей которых является Кыргызская Республика.

**6. Информация о необходимости финансирования**

Принятие настоящего проекта постановления Правительства Кыргызской Республики не повлечет дополнительных финансовых затрат из республиканского бюджета.

**7. Информация об анализе регулятивного воздействия**

Представленный проект не требует проведения анализа регулятивного воздействия, поскольку не направлен на регулирование предпринимательской деятельности.

**Председатель**
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